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Preparing for Deployment
The BeyondTrust Remote Support Jump Client installer is delivered as uniquely generated and named DMG file.
This file takes the format bomgar-scc-<uid>.dmg.

For deployment, the sequence of steps includes:
e Staging the DMG file in a temporary location
e Mount the DMG
e Install the Remote Support Jump Client
e Unmount the disk image
e Remove the DMG from the temporary location

Preparing for Deployment — JAMF Pro

1. Login to your JSS via a web browser
2. Click Computers
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3. Click Management Settings

|

Computers Devices

O\ Search Inventory

Search Volume Content

Licensed Software

Policies
Configuration Profiles
Restricted Software
PreStage Imaging
Mac App Store Apps
Patch Management

eBooks

Smart Computer Groups
Static Computer Groups

Classes

Enroliment Invitations

PreStage Enrollments

Management Settings




3. Click the Computer Management tab

{Z:)} All Settings

I][”] System Settings

@ Global Management

[Q};' Self Service

O;{o Server Infrastructure

Eﬂ Network Organization

Q, Computer Management

I'_E] Device Management
User Management

@ Jamf Pro Information

4. Click Packages

Computer Management

¢S B = BA

Packages Scripts Printers Directory
Bindings

5. Click New
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6. Fill out a display name, choose a category
(if applicable) and click the Upload button to choose the DMG file, then click Save

Settings : Computer Management > Packages

< New Package

General Options Limitations

Display Name Display name for the package

Install Remote Support Jump Client

Category Category to add the package to

None v

Filename Filename of the package on the distribution point (e.g. "MyPackage.dmg")
Change File bomgar-scc-wOedc30ggy1—dmg

4. Login to your JSS via a web browser
5. Click Computers
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3. Click Management Settings

B

Computers  Devices

Q_ search Inventory
Search Volume Content

Licensed Software

Policies
Configuration Profiles
Restricted Software
PreStage Imaging
Mac App Store Apps
Patch Management

eBooks

Smart Computer Groups

Static Computer Groups

Classes

Enrollment Invitations

PreStage Enroliments
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6. Click the Computer Management tab

{:(3;} Al Settings

[I["] System Settings

@ Global Management
@ Self Service
°’<: Server Infrastructure

%ﬂ Network Organization

[0 computer Management

@ Device Management
i e

@ Jamf Pro Information

4. Click Scripts

Computer Management

¢S B = BA

Packages Scripts Printers Directory
Bindings

5. Click New
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7. Copy and paste the sample deployment script at the bottom of the document on the Seript tab
NOTE: update the file name to match the DMG downloaded from your appliance, then click Save

Settings : Computer Management > Scripts

< New Script

General Script Options Limitations

Script Contents

Shell v Cobalt v

hdiutil attach /Library/Application\ Support/JAMF/Downloads/bomgar-scc-<uid>.dmg

sudo /Volumes/bomgar-scc/Double\-Click\ To\ Start\ Support\ Session.app/Contents/Mac0S/sdcust --silent
sleep 15

hdiutil detach /Volumes/bomgar-scc/

8. Login to your JSS via a web browser
9. Click Computers
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10. Click Policies

Policies

Configuration Profiles

Restricted Software
PreStage Imaging
Mac App Store Apps
Patch Management

eBooks

10. Click New

11. Provide a policy name, configure desired policy triggers, ensure Execution Frequency is Once Per
Computer

Display Name  Display name for the policy

General >
BeyondTrust Remote Support
Packages
& oPackeges Enabled
Categor Cat to add ths licy t
{ig) Software Updates ategory Categery o add the poliey to
Not Confi 4
ot Configured None .
- g;z‘fp‘f Trigger Event(s) to use to initiate the policy
[ Strwe
Printers When a computer starts up. A startup script that checks for policies must be configured in Jamf Pro for this to work
B=. (O Printers
[ﬁ Login
‘When a user logs in to a computer. A login hook that checks for policies must be configured in Jamf Pro for this to work
Disk Encryption
)

Not Configured M Logout

When a user logs out of a computer. A logout hook that checks for policies must be configured in Jamf Pro for this to work

{1

Dock Items [ Network State Change
0 Dock ltems When a computer's network state changes (e.g., when the network connection changes, when the computer name changes, when the IP address changes)

§ Lot Accounts ] Enrollment Complete

0 Accounts Immediately after a computer completes the enrollment process

m Recurring Check-in
, Management Accounts _J Atthe recurring check-in frequency configured in Jamf Pro
ad  Not Configurcd

Custom

At a custom event

i Directory Bindings

0 Bindings Custom Event Custom event to use to initiate the policy. For an iBeacon region change event, use “beaconStateChange’

beyondtrust
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12. Click Packages, then click Configure

& Configure Packages

Use this section to install, cache, and uninstall packages. Also use this section to install a

single cached package.

Configure

13. Select the Jump Client package from the list of available packages by clicking Add

RS - Jump Client BT Apps Add

14. Select Cache as the action. This will make the packages available in the JAMF downloads folder for use by
the deployment script created earlier.

RS - Jump Client

Action Action to take on computers

Cache v

Update Autorun data
Add or remove the package from each computer's Autorun data

15. Click Scripts from the left-hand navigation menu
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. Packages >
' 1 Package

(‘@ Software Updates
‘:’) Not Configured

. Scripts
O Scripts

16. Select the deployment script created above by clicking Add

Scripts 8 Scripts Settings
NAME CATEGORY

Remote Support Jump Client (Install Cached) No category assigned Add

17. Ensure that the Priority is set to After, then click Save

Remote Support Jump Client (Install Cached)

Priority Priority to use for running the script in relation to other actions

After v

The created policy will now run based on the defined trigger(s) to install the BeyondTrust Jump Client

12



lal BeyondTrust

Sample Deployment Script
hdiutil attach /Library/Application\ Support/JAMF/Downloads/bomgar-scc-<uid>.dmg

sudo /Volumes/bomgar-scc/Double\-Click\ To\ Start\ Support\
Session.app/Contents/MacOS/sdcust --silent

sleep 15

NOTE: For detailed information on sdcust usage, see the Mass Deploy Help located within the /login interface
on Jump -> Jump Client
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